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ABSTRACT 
 

In this paper we study about hybrid cloud approach for secure authorized deduplication. Data deduplication is one of 

important data compression techniques for eliminating duplicate copies of repeating data, and has been rapidly used 

in clouds to reduce the amount of storage space. To protect the privacy of sensitive data while supporting 

deduplication, the convergent encryption technique has been used to encrypt the data before outsourcing. To better 

protect data security, this paper makes the first attempt to formally address the problem of authorized data 

deduplication. This technique is different from traditional deduplication systems, the differential privileges of users 

are further considered in duplicate check besides the data itself. We also present several new deduplication 

constructions that have been supporting the authorized deduplication in a hybrid cloud environment. Security 

analysis demonstrates that our deduplication scheme is secure by the definitions specified in the proposed security 

model. As a proof of concept, we implement a prototype of our proposed authorized deduplication scheme and 

conduct tested experiments using our prototype. We show that our proposed authorized deduplication scheme incurs 

minimal overhead compared to normal operations.  
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I. INTRODUCTION 

 

Nowadays,several trends are opening up in the area of 

Cloud Computing, which is an Internet-based 

development and use of computing technology. The 

ever cheaper and most powerful processors, along with 

the SaaS computing architecture, are transforming data 

centers into pools of computing service on a large scale. 

The increasing bandwidth of the network and reliable 

yet flexible network connections make it ever possible 

that users can be able to subscribe high quality services 

from data and software that reside on remote data 

centers. 

 

Moving data into the cloud provides great opportunity 

to users since they don’t have to care about the 

complexities of direct hardware management. 

 

The pioneer of Cloud Computing vendors, Amazon 

Simple Storage Service (S3) and Amazon’s Elastic 

Compute Cloud (EC2) are well known examples. While 

these internet-based online services provide huge 

amount of storage space and customizable computing 

resources, this computing platform shifts, eliminates the 

responsibility of local systems for data maintenance 

simultaneously. As a result, users are at the mercy of 

their CSP’s for their data availability and data integrity . 

Recent trends of Amazon’s S3 is an example . From the 

view of data security, which always has been an 

important principle of quality of service. Cloud 

Computing unavoidably has new challenging security 

threats for various reasons. 

 

Initially, traditional cryptographic primitives for data 

security protection purpose can’t be directly embraced 

because the user’s may loss control on data under Cloud 

Computing. Therefore, the verification of correct cloud 

data storage should be handled without clear knowledge 

of whole data in cloud. Considering different data for 

every user stored in the cloud storage and the 

requirement of long term continuous surity of their data 

protection, the problem of checking correctness of data 

storage in the cloud becomes more challenging. 

Secondly, Cloud Computing is not only a third party 
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data warehouse. The data stored in the cloud should be 

continuously updated by the users, including insertion 

of data, deletion of data and modification of data. 

 

To ensure storage correctness under real time data 

update is too important. However, this dynamic feature 

also makes conventional integrity insurance techniques 

futile and entails new results. Finally, the deployment of 

Cloud Computing is powered by data centers running in 

a simultaneous, cooperated and distributed way. 

Individual user’s data is duplicately stored in multiple 

physical locations of the cloud server to further 

compress the data integrity issues. Therefore, distributed 

protocols for storage correctness assurance will be of 

most importance in achieving a powerful and secure 

cloud data storage system in the real world. However, 

such important field remains to be fully explored in the 

literature. 

 

II. METHODS AND MATERIAL 

 
A. Existing System 

 

According to the perspective of data security, which has 

always been a major aspect of quality of service, Cloud 

Computing inevitably have new challenging security 

threats for many reasons. 

1. Firstly, traditional cryptographic technique for the 

purpose of data protection can not be directly 

adopted due to the user’s loss their control of data 

under Cloud Computing. Therefore, authorization of 

correct data storage in the cloud should be done 

without the deep knowledge of the whole data. 

Considering ,different data for each user stored in 

the cloud servers and the requirement of long term 

continuous assurance of their data protection, the 

problem of checking the correctness of data storage 

in the cloud servers was very challenging. 

2. Secondly, Cloud Computing is not only a third party 

data warehouse. The data which is stored in the 

cloud may be rapidly updated by the different users, 

including insertion of data, deletion of data, 

modifications of data, etc. To ensure storage 

correctness under real time data update is hence of 

very huge importance. 

 

Disadvantages: 

 

 The user needs to know private key. 

 Less protect security. 

 This deduplication systems cannot support 

differential authorization duplicate check. 

 

B. Proposed System 

 

In this paper, we are proposing an effective and 

resourceful distributed scheme with clear-cut dynamic 

data support to ensure the correctness of users data in 

the cloud. We rely on erasure correcting code in the file 

distribution preparation to provide duplicate copies and 

guarantee the data dependability. This construction 

often reduces the communication and storage overhead 

as compared to the conventional replication-based file 

distribution techniques. By using the similar tokens with 

distributed verification of erasure-coded data, our 

scheme achieves the storage purity as well as cloud data 

error localization: whenever corruption on data has been 

detected during the storage correctness verification, our 

scheme can almost guarantee the simultaneous 

localization of data errors, i.e., the identification of the 

misbehaving server. 

 

Aditionally we are proposing to use convergent 

encryption method,which initiates to encrypts the end 

users document before they stored in the cloud.While 

the user’s retrival,the cloud decrypts the stored data 

using the end users convergent key. 

 

When a user request a file to the CSP,it sends such file 

to the requested user.If some other user request the same 

file to the CSP, will automatically send to the user. 

Advantages: 

 

 The user dont needs to know private key 

 Better protect security 

 This deduplication systems can support differential 

authorization duplicate check 

 

C. System Architecture 

 

Fig. shows the system architecture and describes the 

following modules. This architecture contains data 

owners, users, cloud service provider and granted 

applications. Cloud service provider provides the secret 

key to users. Users want to upload the file means 

management server check the secret key and allow that 

function. If it same file means service provider gives the 

notification like file already exits. 
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Figure 1. System Architecture 

 

Processing steps: 

 

Step 1: 

The users have to register with the cloud . if they are 

already registered , then they should login to the cloud 

by using their user name and password. Every users will 

be verified by their username and password.if the 

username and password are valid , then the user will be 

allowed into the cloud for uploading and accessing of 

their files .otherwise they will be rejected. 

 

Step 2: 

The secret key is provided by the CSP for every granted 

user when they are uploading the files. Using that 

convergent key , the files that has to be uploaded by the 

user , will be encrypted. The keys will be generated by 

CSP. 

 

Step 3: 

After the encryption is over, the encrypted files will be 

handed over to the TPA to check for the duplication. 

The duplication check is done by comparing the 

encrypted text of that files. If the file is already present 

in any of the cloud server , then the user won’t be 

upload that file into the cloud. 

 

Multi-layered Cryptosystem:  

 

 
Figure 2. The cryptosystem with multilayer 

D. Modules  

 

 V base and VDFS Consumption  

 Cloud Admittance  

 Secure deduplication System  

 Access of Deduplicated system using Secure Check 

Token  

 Amputation of Cloud files  

 

E. Module Description  

 

1. V base and VDFS Consumption  

 

The client sends the request queries to the server. Based on 

the request queries the server sends the response file 

corresponding to the client’s request. Before this process, the 

client verification step is involved. In the server side, it 

checks the client name and its password for security purpose. 

If it is valid and then received the queries form the clients and 

make search for the corresponding files in the database. 

Finally, find that matching file and send to the client. If the 

server finds the any other intruder means, it set the different 

path to those intruder. 

 

2. Cloud Admittance 

 

Three different network entities can be identified as 

follows: 

 

• User: 

Users, who have data to be stored in the cloud and 

depends on the cloud for data computation, may be 

individual consumers or from organizations. 

 

• Cloud Service Provider (CSP): 

 

A CSP, who has significant resources and expertise in 

creating and maintaining distributed servers of cloud 

storage, owns and operates live Cloud Computing 

systems. 

 

• Third Party Auditor (TPA): 

 

An optional TPA, who has different capabilities and 

expertise that users may not have, isTrusted to assess 

and avoid the risks of cloud storage services on behalf 

of the users upon request. 

 

3. Secure deduplication System 

 

Fig. describes the cloud data storage, a user stores his 

data by using a CSP into a set of servers located in 

cloud, which are running in a simultaneous, the user 
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communicates with the cloud servers via CSP to retrieve 

his data. In some cases, the user may need to perform 

block level tasks on his data stored in the cloud. users 

should be equipped with security because they can 

correct assurance of their stored data continuously, even 

without the presence of local copies. In case that users 

do not have the time or resources to monitor their data, 

they can handover the tasks to an optional trusted TPA 

of their choices. In our model, we assume that the point-

to-point communication channels between each server 

of the cloud and the user is verified and reliable, which 

can be achieved in practical with minimal overhead. 

 
Figure 3. Secure deduplication System 

 

4. Access of Deduplicated system using Secure Check 

Token 

 

Fig. 3 describes the Authentication Server (AS) 

functions as any AS would with some extra behaviors 

added to the typical client-verification protocol. The 

first new behaviour is the sending of the client’s 

authentication information to the impersonate router. 

The AS in this model also functions as a ticketing 

control, controlling requests on the application network. 

The other function that should be supported by the AS is 

the updation of client lists, reducing the authentication 

time or may be the removal of the client as a authorized 

client depending upon the permissions. 

 
Figure 5. Access of Deduplicated System using SecureCheck 

Token 

 

5. Amputation of Cloud files  

 

One of The major issues is to detect the modification or 

corruption of data, which is happening in an 

unauthorized manner.it may be happening because of 

the server compromise with the users or the random 

byzantine failures. besides, if such inconsistencies are 

detected, to find the data error of such servers.  

 

The security threats of the cloud storage can be of two 

types. The first one is , a CSP will be self-interested or 

malicious.it does move the unassessed data to the lower 

tier of the storage, but it may leads to data loss incident 

due to the management errors. 

 

 
 

F. Unified Modeling Language(UML)  

 

Activity Diagram  
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III. CONCLUSION 

 
In proposed system investigated the problem of data 

security in cloud data storage, which is essentially a 

distributed cloud storage . To verify the pureness of 

user’s data in cloud data storage, we proposed an 

effective and resourceful distributed scheme with clear-

cut dynamic data support, including block update, delete, 

and append. We depend on erasure-correcting code in 

the file distribution preparation to provide duplicate 

copies of parity vectors and guarantee the data 

dependability. By utilizing the similar token with 

distributed verification of erasure-coded data, our 

scheme achieves storage purity and cloud data error 

localization, i.e., whenever the corruption on data has 

been detected during the storage correctness verification 

across the distributed cloud servers, we can identify the 

misbehaving server(s) simultaneously for sure. Through 

clear security and performance analysis, we prove that 

our scheme is more efficient and can recover from 

Byzantine failures, corrupted data modification attack, 

and also server colluding attacks. 
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