
IJSRSET152226 | Received: 5 March 2015 | Accepted: 10 March 2015 | March-April 2015 [(1)2: 66-70]  

Themed Section:  Engineering and Technology 

 

66 

 

Data Hiding in AVI Video Files using Multivariate Regression and Flexible 
Macro block Ordering 

Siva Kumar L, Singara Srikanth, Nathiya Devi P 
CSE, Dhanalakshmi College of Engineering, Chennai, Tamilnadu, India 

 
ABSTRACT 
 

The H.264/AVC standard gives a few new slip flexible peculiarities to empower the dependable transmission of 

compacted feature motions over lossy bundle systems. Adaptable Macroblock Ordering (FMO) is a standout 

amongst the most fascinating strong peculiarities inside the H.264/AVC standard. Dissimilar to previous principles, 

in which cuts were built out of sequential raster check macroblocks, FMO recommends new cuts made out of 

spatially appropriated Macroblocks (MBs), and sorted out in a stirred up style. H.264/AVC points out seven sorts of 

FMO. The standard characterizes additionally an unequivocal FMO (Type 6), which permits expressly task of every 

MB inside the casing to any accessible cut gatherings. Subsequently new FMO sorts can be utilized and 

incorporated into H264/AVC without disregarding the standard. In this paper we propose another Explicit 

Chessboard-Wipe (ECW) Flexible Macroblocks Ordering (FMO) method, which beats all other FMO sorts. The 

new ECW requesting results in compelling blunder dissipating which augments the quantity of accurately got 

macroblocks placed around debased macroblocks, prompting better mistake disguise. Execution assessments show 

that the proposed Explicit FMO methodology beats all the FMO sorts. Both subjective and target visual quality 

similar study has been likewise completed keeping in mind the end goal to approve the proposed methodology. 

Keywords: Data Shuffle, Encrypted Data, Information Hiding, Data Embedding, Decrypted Data, Deshuffle         

Data. 

I. INTRODUCTION 

The current arrangements depend on concealing 

message bits in discrete cosine change (DCT) 

coefficients, movement vectors (MVs), quantization 

scale or forecast modes Examples of information 

concealing utilizing DCT coefficients incorporate the 

utilization the equality of the quantized coefficients to 

shroud a message .Additionally, used zero-length codes 

to embed a sham worth at specific areas to demonstrate 

message bits. Examples of utilizing MVs for information 

concealing incorporate where stage plot of MVs are 

utilized to conceal messages. One of the fundamental 

issues and the feedback of the DCT is the blocking 

impact. In DCT pictures are broken into obstructs 8x8 or 

16 xs16 or greater. The issue with these squares is that 

when the picture is lessened to higher pressure 

proportions, these pieces get to be noticeable. This has 

been termed as the blocking impact.  

 

This blocking impact makes a great deal more issues in 

features and it gets to be truly difficult to perceive the 

individual in the picture amid video chatting. Numerous 

systems have been proposed to enhance the blocking 

antiquities however none of these strategies have been 

effective so far DCT is utilized for change as a part of 

JPEG standard. CT performs productively at medium bit 

rates. Disadvantage with DCT is that just spatial 

connection of the pixels inside the single 2-D piece is 

considered and the relationship from the pixels of the 

neighbouring squares is neglected. Blocks can't be decor 

related at their limits utilizing DCT. 

 

The visual watermark on a digital file is rather simple: 

you can make an image that has your copyright symbol 

or other identifying visual on the picture itself. If people 

copy the picture, you can still see it's yours. You can 

choose to put a huge mark in the middle, or you can put 

a more subtle mark on the side. While it's easier to see 

the entire image when using a small mark, the 

disadvantage is that it can be easily removed by an 

unscrupulous person using a simple image editor. While 

this is nearly impossible with a larger mark in the middle 
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of the image, the strong disadvantage is that it's harder to 

see the image itself.  In some applications, an inferior 

assistant or a channel administrator hopes to append 

some additional message, such as the origin information, 

image notation or authentication data, within the 

encrypted image though he does not know the original 

image content. Some parameters are embedded into a 

small number of encrypted pixels, and the of the other 

encrypted pixels are compressed to create a space for 

accommodating the additional data and the original data 

at the positions occupied by the parameters. 

 

 The proposed methodology has various focal points. It 

is basic and it is completely agreeable with the 

H.264/AVC linguistic structure utilizing the gauge or the 

amplified AVC profiles. An alternate focal point is that 

message concealing works for both coded and skipped 

macroblocks. The proposed arrangement additionally 

lives up to expectations free of picture sort being I 

(intra), P (anticipated) or B (bidirectional anticipated). 

One of the containments of the quantization scale 

change course of action of the past range is related to the 

message payload where emerge message bit can be 

covered each macroblocks. This portion introduces a 

second game plan that preferences from a higher 

message bitrate through the usage of FMO of the 

H.264/AVC peculiarity coding standard.  

In this paper, we make usage of the macro squares to 

slice social affairs to disguise messages in the peculiarity 

stream. One of the hindrances of the quantization scale 

parity course of action of the past fragment is related to 

the message payload where unrivalled message bit can 

be disguised each macro piece. This fragment displays a 

second game plan that points of interest from a higher 

message bitrate through the usage of FMO of the 

H.264/AVC peculiarity coding standard. AVC is the 

most present square based peculiarity coding standard 

from MPEG . It not simply gives pervasive and gainful 

peculiarity coding at distinctive bit rates, Flexible Macro 

piece Ordering (FMO) is one of the new bungle quality 

instruments included in AVC , Flexible macro square 

asking for was brought into AVC by strategy for an 

alternate thought, i.e., the cut get-together. In AVC each 

picture can be differentiated in up to a couple of 

different remove social occasions each involving one or 

more cuts. This infers that the cut social events are an 

alternate layer between a picture and its cuts. Every 

macro bit of a picture can be doled out uninhibitedly to 

one of those cut social events using a macro square 

assignment map. As far as possible is that all macro bits 

of every cut social occasion are coded in a raster yield 

demand. This suggests that, if all macro bits of a picture 

are doled out to one cut assembling, the macro squares 

will be encoded in the same solicitation (i.e., raster yield 

demand) as in past benchmarks. The term versatile 

macro piece asking for is used when more than one cut 

get-together is used each picture. 

 

II. METHODS AND MATERIAL 

 
1. Encrypted Prerequisite Documentation 

 
Encryption has long been utilized by militaries and 

governments to encourage mystery correspondence. It is 

currently ordinarily utilized as a part of securing data 

inside numerous sorts of non-military personnel 

frameworks. Case in point, the Computer Security 

Institute reported that in 2007, 71% of organizations 

overviewed used encryption for some of their 

information in travel, and 53% used encryption for some 

of their information away. Encryption can be utilized to 

secure information "very still, for example, documents 

on PCs and capacity gadgets (e.g. USB blaze drives). As 

of late there have been various reports of secret 

information, for example, clients' close to home records 

being uncovered through misfortune or burglary of 

laptops or reinforcement drives. Encoding such 

documents very still aides secure them ought to physical 

efforts to establish safety fizzle. Computerized rights 

administration frameworks, which avert unapproved 

utilization or generation of copyrighted material and 

secure programming against figuring out is an alternate 

to some degree distinctive sample of utilizing encryption 

on information very still.  

 

Encryption is likewise used to ensure information in 

travel, for instance information being exchanged by 

means of systems (e.g. the Internet, e-trade), cellular 

phones, remote amplifiers, remote radio frameworks, 

Bluetooth gadgets and bank programmed teller machines. 

There have been various reports of information in travel 

being captured as of late. Scrambling information in 

travel additionally serves to secure it as it is regularly 

hard to physically secure all entrance to systems 

All in all, a coded picture is partitioned into one or more 

cuts. Cuts are independent and can be decoded and 

showed freely of different cuts. Henceforth, intra 
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prediction of DCT coefficients and coding parameters of 

a macroblock is confined to past macroblocks inside the 

same cut. This gimmick is imperative to smother lapse 

engendering inside a picture because of the way of 

variable length coding. In customary encoding, when 

FMO is not utilized, cuts contain a succession of 

macroblocks in raster sweep request. On the other hand, 

FMO permits the encoder to make what is known as cut 

gatherings. Every cut gathering contains one or more 

cuts and macroblocks can be appointed in any request to 

these cuts. The task of macroblocks to distinctive 

gatherings is motioned by a language structure called the 

"cut gathering id”. 

 

 

Embedding Video Files 

 

 

Past feature pressure measures, for example, H.263 and 

MPEG-4 Visual, constrained encoders to encode the 

macroblocks of a picture in a raster sweep request on the 

grounds that that was the request in which the decoders 

anticipated that would get the encoded macroblocks. 

This implies that the encoders ought to begin at the 

upper left corner and afterward prepare the macroblocks 

push by column until the base right corner of the picture 

is arrived at and the whole picture is coded. Adaptable 

macroblocks requesting breaks with this convention and 

permits modifying the request in which the macroblocks 

are coded. 

 

 
Figure 1: Embedding Video Files 

 

Since neighbouring hinders have a tendency to move in 

the same headings, the movement vectors are likewise 

encoded utilizing expectation. At the point when a 

square's movement vector is encoded, the encompassing 

squares' movement vectors are utilized to gauge the 

current movement vector. At that point, just the contrast 

between this forecast and the genuine vector is put away. 

The basic image encoding algorithm of H.264 uses a 

separable transformation. The mode of operation is 

similar to that of JPEG and MPEG, but the 

transformation used is not an 8x8 DCT, but an 4x4 

integer transformation derived from the DCT. This 

transformation is very simple and fast; it can be 

computed using only additions/subtractions and binary 

shifts. It decomposes the image into its special 

frequency components like the DCT, but due to its 

smaller size, it is not as prone to high frequency 

“mosquito” artefacts as its predecessors. 

 

 
 

 
Figure 2:  System Flow 

 

 

Decrypted and Retrieval data 

  

Here we make utilization of the express task of 

macroblocks to cut gatherings to conceal messages in 

the feature stream. Since macroblocks can be self-

assertive relegated to cut gatherings, we propose to 

utilize the cut gathering ID of individual macroblocks as 

a sign of message bits. Expect for case that two cut 

gatherings are utilized, the assignment of a macroblock 

to cut gathering 0 demonstrates a message bit of 0 and 

the portion of macroblock to cut gathering 1 shows a 

message bit of 1. Consequently, one message bit every 

macroblock can be conveyed. For FMO sort 0, every cut 

gathering comprises of a greatest number of 

macroblocks which take after successively in raster 

output request. At the point when all cut gatherings have 

been utilized and there are still a few macroblocks left, 

the whole process is rehashed beginning from cut 

gathering zero. FMO sort 1 uses a predefined capacity to 
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make a scattered or scattered example. The format of the 

macroblock distribution guide relies on upon the 

quantity of cut gatherings. Here, the thought is to have 

no two macroblocks of the same cut gathering by one 

another. FMO sorts 3 to 5 are known as developing sorts 

and separation the macroblocks more than two diverse 

cut gatherings. They are called advancing on the 

grounds that they are redesigned for each picture in such 

way that one continues getting more macroblocks 

relegated to it, while alternate loses macroblocks. When 

one cut gathering contains all macroblocks, the 

methodology is turned around. A last example is FMO 

Type 2. It permits characterizing rectangular territories 

on a picture. Those rectangles can be effectively put 

away by utilizing the macroblock quantities of the upper 

left and base right macroblocks. The rectangles may 

cover one another bringing on macroblocks to fit in with 

numerous rectangles. Since this implies that a 

macroblock would fit in with different cut gatherings, 

which is not permitted, the macroblock is relegated to 

the cut gathering with the most reduced number just.   

 

 
Figure 3: Decrypted and Retrieval data 

 

The macroblocks which don't have a place with any 

rectangles have a place with a different cut gathering. 

The fundamental usefulness of the H.264 picture change 

methodology is as per the following: For every square, 

the genuine picture information is subtracted from the 

expectation. The subsequent leftover is changed. The 

coefficients of this change are separated by a steady 

whole number. This method is called quantization; it is 

the main venture in the entire encoding process that is 

really lossy. The divisor utilized is known as the 

quantization parameter; diverse quantization parameters 

are utilized for luma and chroma channels. The 

quantized coefficients are then perused out from the 4x4 

coefficient framework into a solitary 16-component 

examine. This sweep is then encoded utilizing refined 

(lossless) entropy coding. In the decoder, these steps are 

performed in turned around request. 
 

III. CONCLUSION 

 
Data hiding methodologies can be used to introduce a 

riddle message into a compacted peculiarity bit stream 

for copyright protection, access control, content 

annotation and trade taking after. Such data hiding 

techniques can in like manner be used for distinctive 

purposes. Data covering routines to assess the way of 

compacted gimmick without the first reference. The 

quality is evaluated in perspective of handling the 

defilements of the uprooted covered message. The 

inventors of used data stowing without end to engage 

consistent scene change area in compacted peculiarity. 

The information is covered using the development 

compensation square sizes of a H.264/AVC 

characteristic.  

 

Data stowing without end is furthermore used for slip 

distinguishment and covering in usages of peculiarity 

transmission. Edge presentation information and number 

of bits of a piece are concealed in the bit stream thus. 

Information concealing methods can be utilized to 

implant a mystery message into a compacted feature bit 

stream for copyright security, access control, content 

annotation and exchange following. Such information 

concealing strategies can likewise be utilized for 

different purposes. Information concealing systems to 

evaluate the nature of packed feature without the first 

reference. The quality is evaluated taking into account 

processing the corruptions of the separated concealed 

message. The creators of utilized information covering 

up to empower continuous scene change location in 

compacted feature. The data is concealed utilizing the 

movement remuneration square sizes of a H.264/AVC 

feature. Information covering up is additionally utilized 

for lapse discovery and disguise in uses of feature 

transmission. Edge introduction data and number of bits 

of a square are covered up in the bit stream for that 

reason. 
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