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ABSTRACT 

 

In the incorporated condition of wired and wireless networks, different issues 

can bring about bundle misfortunes, for example, congestion and wireless 

parcel misfortune. The current TCP senders treat the parcel misfortunes as the 

loss of bundles in the transmission line which are brought about by network 

congestion, coming about to the TCP execution corruption. In this paper, the 

network congestion and wireless parcel misfortune are segregated dependent 

on machine learning algorithms with one concealed layer. In the event that the 

evaluated outcome is chosen as bundle misfortune from congestion, at that 

point congestion window and ssthresh is diminished to half, in any case, those 

qualities are kept in the event that it is chosen as a wireless mistake. The 

proposed algorithm utilizes essential TCP NewReno, yet if there should arise an 

occurrence of bundle misfortune, it adjusts congestion control plans dependent 

on the pre-learned machine-learning algorithm. The reproduction results show 

the improved TCP execution as contrasted and different existing TCP 

algorithms. 

Keywords: Wireless TCP, Congestion Control, Machine Learning, TCP 

Congestion Control, LDA. 

 

 

I. INTRODUCTION 

 

The Internet as of now gives different information 

administrations including sight and sound video, and 

the utilization of the wireless network has been 

extraordinarily expanded because of the progressions 

in different gadgets, for example, advanced mobile 

phone and tablet PC. Transmission Control Protocol 

(TCP) is the most broadly utilized transmission 

convention. It utilizes a sliding window so as to 

control stream and congestion in information 

transmission between gadgets. It is likewise a 

connection oriented convention, which ensures the 

information transmission by re-transmitting a harmed 

fragment. The at first proposed TCP congestion 

control plot [1] perceives all the bundle misfortune in 

the network as congestion and decreases the size of 

the window dependent on congestion control. It is 
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just sufficient for a wired network with low Bit Error 

Rate (BER).  

 

Different takes a shot at TCP have been done. Early 

Tahoe utilized Slow-Start and quick retransmission 

procedures and TCP NewReno speeded up the TCP 

recuperation by applying the quick recuperation 

method. Likewise, numerous works have been led to 

improve TCP execution in wireless networks. I-TCP 

[2], M-TCP [3], Snoop [3], and Freeze-TCP [5] were 

endeavors to improve its presentation by isolating 

wired and wireless associations (Split Connection 

Approach). TCP Vegas [12], TCP Veno [6], and TCP 

Westwood [7] have been recommended to improve 

the presentation by estimating the start to finish 

accessible transmission capacity.  

 

In this paper, we anticipate the reason for bundle 

misfortune through pre-learned machine learning 

algorithm when quick retransmissions happen 

because of parcel misfortune at the sender side. This 

examination proposes to complete the ordinary 

Additive Increase Multiplicative Decrease (AIMD) [9] 

algorithm when the expectation made by the 

machine-learning algorithm demonstrates that the 

parcel misfortune is brought about by congestion, 

however it keeps up the current CWnd when it is the 

misfortune because of wireless blunder. The proposed 

plot improves TCP execution by forestalling 

superfluous decline of congestion window if the 

misfortune is chosen as an irregular misfortune by 

machine learning expectation. 

 

II. LITERATURE REVIEW 

 

Different chips away at TCP have been directed to 

improve information transmission execution to adapt 

to quickly expanding wireless network utilization. In 

this segment, we review earlier endeavors on TCP 

congestion control, machine learning strategies and 

its application to TCP throughput upgrades.  

 

 

A. TCP Vegas [12]/TCP Veno [6] Algorithm  

 

TCP Vegas [12] is an algorithm that predicts the 

measure of information that can be transmitted 

dependent on RTT and alters CWnd. The sender 

quantifies the RTT at whatever point it gets ACK and 

computes the remaining measure of the cushion 

dependent on the deliberate RTT to direct the CWnd. 

Besides, it predicts the measure of information that is 

cradled in the network dependent on the most 

reduced and most recent RTT values. The distinction 

between the two qualities is the Diff esteem, which is 

utilized to decide the congestion status of the network.  

 
TCP Veno [6] utilizes the 'Diff' esteem, like the TCP 

Vegas algorithm, and it builds CWnd diversely in the 

moderate beginning span for each RTT as appeared in 

(1) contingent upon Diff and β values. In the 

congestion shirking stretch, the CWnd is directly, 

expanded distinctively as show in (1). In addition, it 

decides the reason for bundle misfortune by 

contrasting Diff esteem and β in the quick 

retransmission and resets CWnd as appeared in (2). In 

the event that it is resolved as congestion as a result of 

the huge Diff esteem, it makes the ssthreshold to the 

half of CWnd. At the point when the Diff esteem is 

little, it makes the ssthreshold to the 4/5 of CWnd. 

TCP Vegas and TCP Veno have the benefit of 

controlling transmission rate by deciding the status of 

the network. However, they are not appropriate 

when network circumstance changes suddenly and 

numerous streams contend. Also, the throughput of 

TCP Vegas is mediocre compared to TCP NewReno 

when they share bottleneck interface. TCP Veno, 

then again, experiences issues in picking a proper β 

esteem under different network situations and its 

exhibition is profoundly influenced by β esteem. 
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B. TCP Westwood [7]/Westwood+ [8] Algorithm  

 

TCP Westwood (TCPW) is a congestion control 

algorithm dependent on TCP NewReno convention 

stack by utilizing the start to finish data transfer 

capacity estimation. TCPW recalculates the data 

transmission estimation (BWE) when a sender gets 

ACK. When there is three copied ACKs or break, it 

utilizes a congestion control algorithm, for example, 

(3) and (4). 

 

  
TCP Westwood+ (TCPW+) is a propelled algorithm of 

TCPW. It was proposed to defeat the shortage that 

the transfer speed estimation algorithm of TCPW 

doesn't work regularly under ACK pressure condition 

and converse traffic condition. TCPW+ offers better 

than TCP NewReno and is reasonable for designating 

data transmission [8]. However, TCPW shows 

incorrect estimation results when network conditions 

change unexpectedly a ton and burst blunder happens.  

 

C. Machine Learning Method  

 

Machine learning is to construct a learning model 

dependent on the tremendous measure of information 

as opposed to yielding outcomes by a program. It 

intends to cause an algorithm with the goal that a PC 

to can dissect information all alone and discover a 

particular example. Machine learning has been 

concentrated broadly in numerous games, for 

example, test, chess, and go game. At present, 

considers are directed in different fields including 

security, self-driving, budgetary exchange, picture 

acknowledgment, and administration business for 

giving substance fit to clients' preferences. Be that as 

it may, machine learning examines are at the 

beginning period in the network field. In this paper, 

we use machine-learning strategy to recognize the 

misfortunes brought about by network congestion 

and wireless arbitrary blunder, and this area plots the 

perceptron idea utilized in our machine learning 

procedure. 

 

D. Multi-Layer Perceptron (MLP) [15][16]  

 

The single-layer perceptron can just deal with 

directly distinguishable issues and it can't illuminate 

troublesome inquiries that can't be introduced by a 

straight line on a 2D plane. A MLP structure is 

appeared in Fig. 2 and it is a neural network with at 

least one covered up layer(s). It can conquer the 

deficiency of the single-layer perceptron by making 

the information and yield qualities of the shrouded 

layer nonlinear.  

 

In the single-layer perceptron, the weight is found 

out by utilizing the contrast between the objective 

worth and the genuine yield esteem. Notwithstanding, 

it is absurd to expect to characterize the objective 

estimation of the concealed layer in the multilayer 

perceptron. In this manner, the multilayer perceptron 

controls the heaviness of a concealed layer so as to 

diminish the blunder between yield estimations of a 

yield layer and the objective worth. This arrangement 

of procedures is called BackPropagation since it is 

done the other way of the preparing course of the 

neural network. MLP is made out of a structure that 

conveys the yield esteem transmitted from the info 

layer to a concealed layer and the yield estimations of 

a shrouded layer are conveyed to another shrouded 

layer. The net worth figuring of every neuron is 

appeared in (7). The initiation utilizes a sigmoid 

capacity (8). The sigmoid capacity has values just 

somewhere in the range of 0 and 1. The choice field is 

made of the delicate bend and the worth 

unexpectedly increments at the midpoint. 

Subsequently, it is conceivable to do neural network 

learning by utilizing the angle plunge.  
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E. Past Works Applying Machine Learning Plan In 

TCP Protocol Enhancement  

 

Remy [10][11] proposed another congestion control 

algorithm by utilizing machine learning. Remy 

utilized ACK span, the proportion of ongoing RTT 

and least RTT, and information transmission time for 

learning and controlled congestion by modifying 

CWnd and bundle transmission stretch through yield 

esteem. Remy didn't consider the exhibition 

debasement in the undeveloped condition and the 

parameters for wireless arbitrary blunders in the 

wireless condition.  

 

In addition, MPTCP-ML [17] conspire is proposed to 

choose a best way in MPTCP [20][21] utilizing 

machine learning. Furthermore, inquire about on 

expanding TCP execution through RTT forecast [18] 

and expectation of transmission rate for a wide scope 

of record sizes have been led [19].  

 

F. Congestion Control Algorithm by Predicting the 

Cause of Wired and Wireless Packet Loss Using 

Machine Learning (ML-TCP)  

 

This area proposes ML-TCP that predicts the reason 

for the parcel misfortune in wired and wireless 

networks utilizing machine learning and applies it to 

the congestion control algorithm. MLTCP works 

dependent on TCP NewReno and applies the 

expectation aftereffects of machine learning when 

quick retransmission happens because of bundle 

misfortune. At the point when the reason for bundle 

misfortune is anticipated as a network congestion 

from the expectation dependent on machine learning, 

it utilizes TCP NewReno congestion control 

algorithm. In the event that it is anticipated as a 

wireless arbitrary blunder, it keeps up CWnd and 

ssThreshold values and just retransmit the lost parcel.  

 

The ns-3 test system [13] was utilized to prepare 

machine learning to be utilized in ML-TCP. The 

network design is appeared in Fig. 3 and the line sizes 

of hubs N1 and N2 were set to 100. RTTmin was set 

to 60ms. Hubs N4 and N6 arbitrarily create UDP 

traffic to cause a misfortune because of congestion at 

hub N1. Also, the reproduction was performed to 

produce a wireless blunder in the wireless connection 

between hubs N2 and N3. The reason for parcel 

misfortune was dissected by examining the Wireshark 

[14] yield information gave by ns-3. The as of late got 

ACK stretch, the last RTT, the base RTT, and the 

quantity of parcels (P(c)) that are sent however not 

got ACK were picked as parameters for the info layer 

and utilized for MLP preparing. In particular, ML-

TCP utilized RTTmin/P(c) and RTTcurrent/P(c) as 

info layer parameters for preparing machine learning 

and used the misfortune because of network 

congestion and the data misfortune because of 

wireless mistake, which were investigated through 

Wireshark examination, as yield layer results for 

preparing. The ML-TCP was prepared with 100 quick 

retransmission occasions removed from TCP 

NewReno with machine learning. The learning 

precision rate for 100 information was 97%. The 

prepared MLTCP was confirmed by utilizing the 

other 125 retransmission occasions and the check 

results demonstrated that it precisely anticipated the 

reason for parcel misfortune with 96% of exactness. 

ML-TCP can be applied just by including a bundle 

misfortune choice expectation algorithm to the 

FastRetransmit module that forms after accepting 

three copied ACKs dependent on TCP NewReno. 

 

 
Fig 1. Simulation Topology for Machine Learning 
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III. CONCLUSION 

 

In the incorporated condition of wired and wireless 

networks, the TCP execution is corrupted in light of 

the fact that it thinks about arbitrary misfortunes in 

the wireless connection as network congestion and 

superfluously lessens the transmission rate. In this 

paper, we propose an algorithm that applies the 

forecast of machine learning when bundle misfortune 

happens in the wake of learning parcel misfortune 

brought about by network congestion misfortune or 

wireless blunder utilizing a machine learning 

algorithm. The proposed algorithm (ML-TCP) 

depends on TCP yet applies distinctive congestion 

control as indicated by the forecast of the reason for 

misfortune. On the off chance that parcel misfortune 

is anticipated as congestion misfortune, the 

congestion window is diminished to half, however, 

anticipated as an irregular misfortune, it is kept up. 

The proposed algorithm can be effortlessly applied to 

TCP NewReno, and it appears by recreations that the 

exhibition is improved. As future work, we will apply 

the proposed algorithm to a genuine Linux machine 

and assess the presentation of TCP and reasonableness 

between TCP. We will likewise apply an improved 

profound learning algorithm that can get familiar 

with the network circumstance toward the starting 

piece of a TCP association continuously without 

utilizing the recently learned data. 
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