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ABSTRACT 

 

One of the challenging and effective way of identifying person through 

biometric techniques is Signature verification as compared to traditional 

handcrafted system, where a forger has access and also attempt to imitate it 

which is used in commercial scenarios, like bank check payment, business 

organizations, educational institutions, government sectors, health care 

industry etc. so the signature verification process is used for human 

examination of a single known sample. There are mainly two types of signature 

verification: static and dynamic. i) Static or off-line verification is the process of 

verifying an electronic or document signature after it has been made, ii) 

Dynamic or on-line verification takes place as a person creates his/her signature 

on a digital tablet or a similar device. As compared, Offline signature 

verification is not efficient and slow for a large number of documents. 

Therefore although vast and extensive research on signature verification there 

is need to more focus and review on the online signature verification method 

to increase efficiency using deep learning. 
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I. INTRODUCTION 

 

In last few years it has been seen that personal 

identity as an authentication is one of the growing 

interest. Therefore, authentication consider as a deep-

down part in social life. Higher security in increasing 

demand put much more attention on biometrics (i.e 

individual recognition based on personal 

characteristics) for verifying a person. Generally, 

among distinct biometric parameters for 

Identification of a person on any document drawn 

through a uniquely outlined writes as an identity by 

using a signature. Any individual on daily basis uses it 

for any legal documents whenever required. A 

signature through any person convey a picture of 

particular pattern of pixels. Therefore one of the most 

common and effective way to identify person through 

signature is handwritten signature identification. 

From different reviews of distinct proposed systems 

clarifies more focus on verification than that of 
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identification because of usage of signature in daily 

life usage [6]. So the serious matter arises with this 

system when anyone trying to replicate that 

individual’s signature for any purposes. 

 

There are mainly two types of verification of 

signature, i) Offline/Static verification ii) 

Online/Dynamic verification. Static verification 

system captures shape of signature so input data 

includes x, y coordinates of signature. The dynamic 

verification system uses devices for capturing surplus 

information like pen up and down, time, pressure, 

azimuth etc. Previously researches listing and 

describing the below approaches for signature 

verification are listed in table 1 as [6], 

 

Table 1: Approaches of signature verification 

 

Sr. 

No. 

Verification 

approach 

Discussion Techniques 

prefer 

1 Template       

Matching 

Templates of 

signature matched 

against a 

questioned 

sample 

Euclidian 

distance 

DTW- 

Dynamic 

Time 

Wrapping 

2 Statistical Distance-

based 

classifiers 

are used. 

Neural 

Networks 

HMM-

Hidden 

Markov 

Model 

3 Structural Structural 

representatio

ns of signatures 

Graph/tree 

matching 

techniques 

 

 

Till today most of the work done related to deep 

learning for various biometrics like fingerprint, face, 

iris and finger vein. So, in this paper most of the 

attention on to review of proposed system that using 

deep learning technique for signature verification 

purpose. 

 

B. Significance of the study: This study will help us to, 

 

i) How to obtain a fixed-sized vector representation 

for signatures of varied size, 

ii) How the resolution of the scanned signatures 

impact system performance 

iii) The impact of fine-tuning representations to 

other operating conditions (e.g. different 

acquisition protocols, signatures from people of 

different locations), by using transfer learning to 

other datasets. 

iv) Low number of samples per user for training 

v) Presence of partial knowledge during training 

 

II. LITERATURE REVIEW  

 

One of the important behavioural biometrics is 

handwritten signing, which are usually accepted for 

verification purposes like legal documents 

authentication, financial contracts purpose etc. In this 

paper author focus on to model the signatures using 

Legendre polynomials coefficients as one of the 

feature. Also, as a classifier deep feed forward neural 

network and DLL is stochastic gradient descent with 

momentum. Author performs experimentation on 

SigComp2011 Dataset which concludes better equal 

error rate reduction and enhancement in accuracy as 

compared to state-of- the-art methods [2]. 

 

In this paper author focus on one of the accurate 

method used for signature verification where more 

attention on difficulties like lacking of efficient 

samples for training, methods must be spatial change 

invariant etc. Hence author proposed a method that 

each user with a one-class classifier is built on 

discriminative features. Firstly, using a large number 

of unlabelled signatures, pre-train a sparse auto-

encoder then on this applied the discriminative 

features, which are learned by auto- encoder to 
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represent the training and testing signatures as a self-

thought learning method. Finally through a one-class 

classifier, user's signatures are modelled and classified. 

This proposed method is independent on signature 

datasets, though experimental results clarifies 

significant error reduction and accuracy enhancement 

on SVC2004 and SUSIG datasets [6]. 

 

Signature, one of the precarious element for 

authentication and authorization in commercial, 

financial and legal transactions which is decently one 

of the most frequently used biometrics for 

authentication. Therefore an accurate and efficient 

signature verification system is more preferable. One 

of the challenging task of this system is to 

discriminate the original signatures from the forged 

ones. The author in this paper focus on more 

challenging one offline signature system although 

varied research done in last decade, but still it faces 

some problems yet. As signature verification system 

consist of three phases mainly as i) image 

preprocessing, ii) feature extraction, and iii) 

verification. Therefor author in this paper proposed 

and focus on two features like a) Stroke angle and 

average intersected points b) Pixel density of the 

signature nucleus, which in turn leads to strengthen 

of set of features with proposed features to get 

verification of signature accurately [7]. 

 

One common task in forensic document analysis is 

Signature verification for determination of signature 

matches with given sample. From the view of 

automating the task that involves machine learning 

(ML) from a population of signatures. In this paper 

author proposed two kinds of learning, 

i) set of genuine and forgeries from a population 

(person-independent or general learning, ii) there are 

genuine signatures person-dependent or special 

learning. In general learning- from a population the 

differences in between genuine and forgeries across 

all individuals are learnt and in special learning, a 

person’s signature is learnt from multiple samples of 

only that person’s signature– within-person 

similarities are learnt. In special learning, a person’s 

signature is learnt from multiple samples of only that 

person’s signature but general learning model allows a 

questioned signature to be compared to a single 

genuine signature. For a sufficient number of samples, 

special learning type performs better than general 

learning [8]. 

 

Authentication plays an important role in regards to 

manage security. With advancement in technology, 

to interact with machine made possible, that leads to 

increasing need of authentication for security purpose. 

So today more attention on biometric-based 

authentication. In this paper author proposed a 

method for pre-processing of signatures to make 

verification simple through a novel method of 

signature recognition and signature forgery detection 

with verification using Convolution Neural Network 

(CNN), Crest-Trough method and SURF algorithm & 

Harris corner detection algorithm [9]. 

 

III. CONCLUSION 

 

As we know that Signature verification system works 

in static as well as in dynamic nature. But to 

overcome the disadvantages of static system in this 

paper we focused on as compared to existing 

technologies much more attention and need of a new 

proposed approach that has been introduced to verify 

the online signatures depending upon self-thought 

learning. Which shows effective review on different 

proposed techniques. As a future work, this method 

can be tested on deep convolutional networks on both 

online and offline signature datasets. Therefore 

although vast and extensive research on signature 

verification there is need to more focus and review on 

the online signature verification method to increase 

efficiency using deep learning. 
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